PASSWORD DOOR LOCK

D800



Installation
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1.Place the template on the door. 2.Take out the mortise before 3.Install mortise, tighten 2
According to the template, mark drilling the holes. Dirill the forend screws, insert square
the holes on the door with a door hole with a driller of bar into mortise and make
pencil. 14mm and 35mm for sure arrow points to the spot.
faceplate. Clean all dust after

hole opening.
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4.Fix cylinder into front
faceplate and install 3 screw
sleeves on the faceplate.

5.Connect front faceplate

cables with mortise and back
faceplate. Make sure different
parts come into correct holes.



Installation

Y

\ R

0
:?

6.No need to connect the rest
small plug if your lock doesn’t

have remote controlling function.

Tighten the 3 screws to fix front
and back faceplates.

7.Adjust faceplate position to
make sure it is straightly and
correctly installed.
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9.Notice SET key for further
programming and install
cylinder cover.

10.Test the installation by inner
handle, password, mechanical
key and reading card.

8.Install batteries and screw
decorative bar.




Product Guide
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Brief Introduction

1. The default unlocking password is “123-456" when the lock is under factory state;
2. There are total 300 users available. The ID numbers for the users are as following:
001~009: Master User; 010~300: Normal User;
3. The password can be 6 to 10 digits;
4. The micro-USB port is at the bottom of front panel, which is the port for emergency power supply;
5. The lock has 2 unlocking modes: Single Unlocking Mode and Double Unlocking Mode.
6. If the lock has Wi-Fi module, you can download the Tuya App to connect the lock with the Wi-Fi.
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Operation

1 Register Master User
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@ Input * + # to log in the system @ Input the master user for authorization
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@ Input 4 for master user @ Password: input the password,
and press # to confirm in 2 times

@ Card: place the card close to the
card reader to register.

The master password can be 6 to 10 digits;

For new lock, there is no master user authorization needed. You can register the master user directly.
The first user registered in the lock has to be the master user.

There are up to 9 master users available in the lock. The first registered user comes with ID “001",
the second registered user comes with ID “002", until the 9th registered user comes with ID “009".

It is suggested to make a list to record the users’ ID numbers for a better management.

Once finishing the operations, please try to unlock the lock to confirm the operation is successful.
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2 Add Normal User
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@ Input * + # to log in the system @ Input the master user for authorization
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@ Input 1 to register normal user @ Password: input the password,
and press # to confirm in 2 times

@ Card: place the card close to the
card reader to register.

& The password can be 6 to 10 digits;

There are up to 291 normal users available in the lock. The first registered user comes with
ID “010” ....and the 300th registered user comes with ID “300"

& It is suggested to make a list to record the users’ ID numbers for a better management.

& Once finishing the operations, please try to unlock the lock to confirm the operation is successful.



3 Delete User (Single Master or Normal User)
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@ Input * + # to log in the system @ Input the master user for authorization

@ Input 2 to delete user @ Input the ID number you want to delete,

press # to confirm, or you can input the
user information directly to delete.

@ Press # to confirm to delete

& If you want to delete the master user, the master user used to log in the system cannot be deleted.

& Once finishing the operations, please try to unlock the lock to confirm the operation is successful.



4 Delete Normal User (All Users)
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@ Input * + # to log in the system @ Input the master user for authorization
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@ Input 2 to delete user @ Input 000, and press # to confirm;

@ Press # to confirm to delete

& Once finishing the operations, please try to unlock the lock to confirm the operation is successful.



5 Unlocking Mode

Sometime if you need a higher security level, you can set up the lock in double unlocking mode,
which the unlock needs 2 registered users for unlocking each time.

@ Input * + # to log in the system @ Input the master user for authorization

@ Input 3 for system setting @ Input 1 for function setting
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@ Input 2 to turn on/off the
double unlocking mode

& Once finishing the operations, please try to unlock the lock to confirm the operation is successful.

When the lock is under double unlocking mode, you have to input 2 registered normal users to
unlock every time.

& The master user can unlock directly even the lock is under double unlocking mode.



6 Passage Mode

When the lock is required to unlock frequently, set the lock to passage mode can let the

people unlock the lock without any identification.

@ Input 3 for system setting @ Input 1 for function setting
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Log out the system, and then place
I 1 h
@ nput 1 to turn on the passage mode @ the registered user to unlock and keep

the lock with passage mode.
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@ Press * + # to cancel the @ Input * + # to log in the system
passage mode temporarily.
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@ Input the master user for authorization @ Input 3 for system setting
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@ Input 1 for function setting @ Input 1 to turn off the passage mode
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Log out the system, and then place
the registered user to unlock and make

the lock return to normal state.




7 Restore The Lock

When the lock has problems and you can try to restore the lock to solve the problems.
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Press the reset key in the battery case for 6 seconds, and then the lock will be restored

to the factory default.



8 Tuya Wi-Fi Setting

This function is only available with the lock installed Tuya Chipset (model: D800 Wi-Fi)

1. Download and install the APP on the mobile phone.

2. Register a master user in the lock, then move to the Tuya APP.

3. Select the “Security & Sensors” — “Lock (Wi-Fi)"

Smart Lock
Large Home
Appliances - - -
- i -
Small Home
Appliances Lock Lock Lock
(Wi-Fi) (ZigBee) (BLE)
Kitchen - -
Appliances
- -
Security Lock Residential
& Sensors (NB) Lock PRO
i Safe Box
Exercise
& Health
Video . .
= ill
urveillance bar) erar
(Wi-Fi) (BLE)

4. Select the Wi-Fi, and input the password for the Wi-Fi;

Cancel

Select 2.4 GHz Wi-Fi Network and
enter password.

If your Wi-Fi is 5GHz, please set it to be
2.4GHz. Common router setting method
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5. Make the connection is “EZ Mode”, and click next

Cancel EZ Mode = Cancel EZ Mode &

~/  EZMode Defait

Reset the devic Reset the device first.
Pover on the device
the smart door lock w AP Mode

Resetting Devices » Resetting Devices »

© Confirm indicator rapidly blink anfirm indicator rapidly biink

6. Press the reset key in the battery case, and let the APP search the lock

Cancel

Adding device...

Ensure that the device is powered on

Reset Key

scan
devices,

7. Wait some time and the APP will finish the connection with the lock automatically.
You can give a name for the lock to manage it easily.

Cancel

Added.

=@ smart Lock #

Device added successiilly



O Remote Unlock

1. Activate the lock, and input 9# to send the unlock request to the APP;

2. The APP will receive a message with unlock request

Click open remotely

Is this remote
opening allowed?
Please respond

Cancel Confirm




10 Temporary Password Unlock

1. Select the "Temporary PW" option;

2. Select "Add" to generate the password;

< Temporary PW =+

No temporary password record

Add



3. Input the password you want, or just click “Get Randomly” to generate the password;

< Temporary Code Setting Done

Please enter temporary password

Name

Effect of time

The failure time

4. Input the Name, Effect of time, Expire of time, and then click done to save the setting;

< Temporary Code Setting Done

Please enter temporary password

Name

Effect of time

The failure time

5. Activate the lock and synchronize the temporary the password to the lock

6. Use the password to unlock as daily.

& After generate the password, input 9# to send a request to the App, and then synchronize the
password to the lock



11 Remote Dynamic Password Unlock

1. Move to the interface of dynamic password;

Remote dynamic
password

Cliek on the get

00412320

Remote dynamic password, invalid
after 5 minutes

‘Copy password

3. Use the password to unlock
& After generate the password, input 9# and the password to the lock.

& The password is only available in 5 minutes.
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